
Privacy Policy 

Effective Date: February 24, 2025 

1.​ Introduction. 

Welcome to AGNT Connect. This Privacy Policy explains how we collect, use, and protect your 

personal information when you use our browser extension. By installing and using this 

Extension, you agree to the terms outlined in this Privacy Policy. 

2.​ Information We Collect. 

We prioritize user privacy and only collect minimal data necessary to provide and improve our 

services. The types of data we collect include: 

●​ Non-Custodial Wallet Data:  

We integrate with Privy.io to provide a non-custodial wallet experience. We do not store or have 

access to your private keys, wallet balances, or transaction history. 

●​ Interaction Data:  

We may collect interaction data related to how you use the extension’s features, such as viewing 

project pages, purchasing tokens, or engaging with AI Agents. 

●​ Analytics and Performance Data:  

To improve the user experience, we may collect analytics data (e.g., feature usage, performance 

metrics) using third-party analytics tools. 

●​ Log Data: 

When you use the extension, we may collect standard log data, such as your browser type and 

version, for debugging and security purposes. 

3.​ How We Use Your Information. 

We use the collected data to:  



●​ Enable the functionality of the extension, including wallet access, token purchases, 

analytics, and AI interactions. 

●​ Improve the extension by analyzing usage patterns and enhancing features. 

●​ Maintain security and prevent fraudulent activity. 

●​ Provide customer support and troubleshooting. 

 

4.​ Data Sharing and Third-Party Services. 

We do not sell, trade, or share your personal information with third parties except in the 

following cases: 

●​ Privy.io Integration: Wallet-related functionalities are handled by Privy.io, subject to their 

own privacy policy. 

●​ Third-Party Analytics: We may use analytics services (e.g., Google Analytics) to collect 

aggregated, anonymized data for performance monitoring. 

●​ Legal Compliance: If required by law or legal process, we may share necessary data to 

comply with legal obligations. 

 

5.​ Data Security. 

We implement industry-standard security measures to protect your data from unauthorized 

access, alteration, or loss. However, no system is entirely secure, and we cannot guarantee 

absolute security. 

 

6.​ User Control & Opt-Out Options. 

●​ You can uninstall the extension at any time to stop data collection. 



●​ Some browser settings allow you to disable tracking mechanisms used by analytics 

services. 

●​ Wallet access and permissions can be managed via Privy.io settings. 

 

7.​  Children's Privacy. 

Our extension is not intended for individuals under the age of 18. We do not knowingly collect 

personal data from children. 

 

8.​ Changes to This Privacy Policy. 

We may update this Privacy Policy from time to time. Changes will be posted with an updated 

"Effective Date." Continued use of the extension after modifications constitutes acceptance of 

the revised policy. 

 

9.​ Contact Information. 

If you have any questions or concerns about this Privacy Policy, or concerns about our 

processing, please contact us at: dev@agnthub.ai 

 

 

 


